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2021-03-29 - Don Guilbeault - Comments (0) - General
Good day all iPad and iPhone users,

Apple has identified a potential security issue that affects all iPhones and iPads.
This threat know as a Zero Day security vulnerability could potentially allow
malicious websites to install back ground apps on your device using the built in
Apple WebKit which is an underlying applications used by most browsers on the
iPhone and iPad. Apple has released an update for your device if required.

Define - Zero Day: "Zero-day" security flaws are those that are used in
attacks before software developers become aware of the flaws — the developers
have "zero days" to fix the flaws.

To check for updates see below:

Update iPhone manually

At any time, you can check for and install software updates.
Go to Settings > General > Software Update.

The screen shows the currently installed version of iOS and whether an update
is available. If the is an update simply tap Download and when the Download is
complete Tap install. Your device may require a restart.

Automatic Updates
Your Apple Device may have already received the update with the automatic
update process:

Automatic updates install over night while your device is plugged charging and
is connected to WIFI.

Regards,

Don Guilbeault
IT Analyst
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