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Good day everyone,

I would like to make everyone aware that there is another Phishing scam going
around with reference to an eFax.  This is a great time to remind everyone to
NOT open any attachments from people you were not expecting
communications from.  Additionally; always avoid opening attachments that
end in .htm or .html These are web based attachments that almost always are
used for malicious purposes. I would also like to remind Team Members of the
article on the Westview Co-op Helpdesk on tips to identify Phishing emails:

https://helpdesk.westviewcoop.ca/news/posts/7-signs-to-identify-phishing-email
s

Here is an example of this new Phishing SCAM email variant:
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