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!!!WARNING!!!

Please note there is another variant of a “fake invoice” email going around, with a .htm
attachment.

RED Flags to Note:

Sent email address doesn’t match the company name.1.

There is nothing in the body of the message only a Subject Line and the bad .htm2.
attachment

The Attachment is .htm and is almost always a malicious email3.

The example that was identified so far was a FAKE invoice from Conscretescape

If you receive and email that is similar. Please DO NOT OPEN the attachment. DELETE the
email and DELETE the email from your “Deleted Items”

https://helpdesk.westviewcoop.ca/
https://helpdesk.westviewcoop.ca/news
https://helpdesk.westviewcoop.ca/news/general
https://helpdesk.westviewcoop.ca/news/posts/scam-email-warning
https://helpdesk.westviewcoop.ca/news/general

