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Please note: There is another SCAM email going around that has a .ZIP email attachment
that references some kind of Invoice then a password to access the malicious ZIP file.

DO NOT Open the ZIP file.

Remember no one will ever send you a ZIP file as an attachment. SCAMMERS are using this
process to bypass new Microsoft security policies that prevent the emailing of word / excel
documents with macros.

Please delete these scam emails and also delete them from your deleted items.

Regards,

Don Guilbeault

IT Analyst
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This email including attachments is confidential. If you are not the intended recipient, any
redistribution or copying of this message is prohibited. If you have received this email in
error, please notify us immediately, by return email, and delete this email.


